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Arecont Vision Company Update ï August 2017 

ÅGood finish to July 2017! 

ÅNew products delivered July! 

ÅContinued Progress with VMS/NVR Partner sales opportunities.  

ÅProject Registrations ranging 35-40% in additional discount!  Best in Industry! 

ÅQuality and Service continue strong improvement in RMA reductions and solid call rates. 

Averaging less than 2 voice messages per day!  

ÅCustomer Satisfaction continues to improve and highly rated!  Exceptional results in 2Q17! 

ÅBuy American Executive Order Program is in process! 

 

 

 

 

 

 



 

 

 

MegaVertical Presentation:  Large Enterprise 
(Additional focus on Architecture and Cybersecurity) 

 

 

 

 

 
 



ÅArecont Vision increases your ROI 

ÅMulti-sensor cameras can reduce infrastructure 

costs 

ÅOne camera can provide up to (4) unique Field-of-

Views 

ÅOne POE connection 

ÅOne camera license for most VMS platforms 

ÅSingle-sensor cameras provide greater coverage 

over analog 

ÅFull product line to meet multiple applications 

ÅPerimeter and parking lot security 

ÅLicense plate capture 

ÅDiscreet facial capture 

ÅGeneral surveillance 

 

Solutions for Corporate and Large Enterprise 



More Pixels per Dollar (Pp$) 

ÅArecont Vision multi-megapixel 

cameras provide better image 

quality and superior return on 

investment (ROI) 

Å10MP cameras provide more than 

18,000 Pp$ while VGA-resolution 

cameras only about 1,500 Pp$ (see 

chart at right) 

ÅA single megapixel panoramic 

camera may also be able to cover 

the same field-of-view as several 

standard resolution cameras 

 ÅUsing fewer cameras also translates into infrastructure cost savings (less labor, cables, mounts, housings, 

VMS/NVR license fees, maintenance, etc.) for further increased ROI 

Download the whitepaper http://www.arecontvision.com/whitepapers/  

http://www.arecontvision.com/whitepapers/


Why We Are Different - FPGA Technology
 

ÅAt the core of every Arecont Vision camera is a Field Programmable Gate Array (FPGA) integrated 

circuit mounted on a custom-designed Printed Circuit Board (PCB) 

ÅThe circuit boards vary based upon camera series 

Arecont Vision Circuit board, top surface Arecont Vision Circuit board, flip side 



ÅThe Arecont Vision FPGA is programmed with our in-house designed Massively Parallel Image Processing 

(MPIP) architecture, now in itôs 5th generation 

ÅWe are the only major network camera manufacturer to use FPGA technology and to have invested in the development 

of our own operating architecture for video image processing 

 

Why We Are Different - FPGA Technology
 



Limits of ASIC Technology
 

ÅCompetitor cameras are typically based on Application Specific Integrated Circuit (ASIC) technology 

ÅEntire cameras or multiple firmware features may be supplied not by branded camera vendor but instead by 3rd 

parties, then loaded on the ASIC or supporting circuit boards 

ÅThis is for time-to-market and manufacturing cost reasons, and are typically produced in large lots for multiple 

camera models, sometimes OEMôd by multiple camera vendors with identical features  

 

ÅASIC technology limits updates to core firmware 

ÅMinor field security updates and bug fixes are often all that can be applied to existing cameras 

ÅNew features, major security updates, and enhanced capabilities are more complex 

o Usually require a new camera to be purchased 



Arecont Vision Cybersecurity Protection 
 

ÅCommon operating systems such as Linux can pose a cybersecurity risk to network enabled devices 

running the OS 

ÅMost competitor cameras run Linux or other common OS systems on which they load any of their own code plus the 

3rd party code  that they have purchased or licensed for core features in their cameras 

 

ÅIn comparison, to safeguard against cybersecurity risks, Arecont Vision cameras do not run common 

operating systems (OS) 

ÅArecont Vision runs our own machine code as part of our in-house developed MPIP architecture on the FPGA IC chip 

installed in every one of our cameras 

 



Arecont Vision Cybersecurity Protection
 

ÅCompetitor cameras are increasingly used in cybersecurity attacks 

ÅCyberattacks are no longer limited to IT devices 

 

ÅMany network cameras, computers, appliances, and IoT-enabled (Internet of Things-enabled) devices that use Linux 

have been documented to have been compromised  

 

ÅThey can and have been repurposed to be used in Distributed Denial of Service (DDoS), ransomware, network 

penetration, and other cyberattacks 



Arecont Vision Cybersecurity Protection
 

ÅArecont Vision cameras have never been reported as being used 

in any cybersecurity attacks 
 

ÅShould a hacker gain access to an Arecont Vision camera, or obtain 

the user ID and 16-digit ASCII password to log into the camera, the 

attack would only impact that device 

o A successful hacker or virus attack could access the camera webpage 

and change individual camera settings or take if off line 
 

o The camera could not be taken over for any function other than for 

which it is designed 
 

o A bot or virus could not take control and use the camera to launch 

cyberattacks on other network enabled devices or infect other devices 

across either the the local network or the Internet 

View all Technical Updates: https://www.arecontvision.com/bulletins/Technical  

https://www.arecontvision.com/bulletins/Technical
https://www.arecontvision.com/bulletins/Technical


Arecont Vision Cybersecurity Protection
 

ÅAn Arecont Vision camera cannot be repurposed to be used in DDoS, ransomware, or network penetration 

attacks on other network devices  

ÅThis is due to our Massively Parallel Image Processing architecture that takes the place of common operating systems 

found in competitor devices 

 

ÅThis enables Arecont Vision to balance the user experience along with advanced cybersecurity protection in 

all of our megapixel cameras 



Corporate and Large Enterprise 
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Corporate and Large Enterprise 


